I. Your team must agree upon ten significant findings in the Verizon article. List your significant findings here:

1. There has been a significant increase in smaller attacks.
2. Most companies are below 50% PCI compliance. Medium to small companies are the ones typically attacked, explaining possibly why 89% of those who were breached were below compliance.
3. Attackers are using the same methodologies, but no solutions have been implemented.
4. 65% of attacks come from Eastern Europe, not from Asia as expected.
5. 37% of attacks are low and 49% moderate difficulty.
6. Companies refuse to disable ex-employee accounts although many attacks come from this.
7. Malware is becoming more customized to avoid detection.
8. Many hackers remain in the system for days, yet remain undetected.
9. Companies can't put a dollar value on losses due to the time delay between attack and discovery, so there is no.
10. 83% of attacks are opportunistic and not targeted financially.

II. Describe anything in the Verizon article that would be specific to the IT Domain assigned to your group:

1. Table 9 on page 35; a vast majority of breaches caused by RDP, PC Anywhere, very few due to VPN, etc.
2. Page 66; Secure remote access services restrict access to specific IPs and networks. Monitor and filter network traffic.
3. Remote access services are most common attack vector.